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About this release
This document contains important information about the current release of Forcepoint VPN Client for macOS. We
strongly recommend that you read the entire document.
Forcepoint VPN Client is an end-user component for use with the Forcepoint Next Generation Firewall
(Forcepoint NGFW) solution. Forcepoint VPN Client provides a secure remote connection to your organization's
internal network. Strong encryption prevents eavesdropping and modification of the traffic. Forcepoint VPN Client
enables easy and secure remote access to private networks where Forcepoint NGFW is used as a VPN gateway.

Note

Forcepoint VPN Client for macOS uses the SSL protocol only and by default uses port 443.

System requirements
Forcepoint VPN Client is compatible with macOS version 13 (Ventura) and higher on both Intel and Apple M-
series SoC based systems.

Build number and checksums
Forcepoint VPN Client 2.6.0 build number is 20250521.
Use the checksums to make sure that the installation files downloaded correctly.

■ Forcepoint NGFW VPN Client-2.6.0.20250521.pkg

sha256sum:
cdd220cbc6bb5a9bf5c696f5421841e03bdd16d54afd870c80339d1af0e21987  

sha512sum:
3117a86cdda63dea74b809f4a40609f2b44
cd3e29b049932d15cd3a1185dbced472469
1857a8552c70caf9e269346c4ad6eaaf202
57253515af2cfed32893774
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Compatibility
Forcepoint VPN Client for macOS is recommended to be used with the following Forcepoint NGFW component
versions.

Component Minimum compatible version Recommended version

Forcepoint NGFW Security
Management Center (SMC)

6.10 7.1 version or above

Forcepoint NGFW in the Firewall/
VPN role.

6.10 7.1 version or above

Enhancements
This release of the product includes these enhancements.

Enhancements in Forcepoint VPN Client 2.6.0 for macOS
Enhancement Description

Datagram Transport Layer Security
(DTLS) tunneling protocol support
added

VPN Client now supports DTLS tunneling protocol option that improves
VPN performance in scenarios with high-latency and high-packet drop
connectivity. For more information on this feature and its configuration
requirements, see Knowledge Base article 11824.

Resolved and known issues
For a list of resolved and known issues in this product release, see Knowledge Base article 11823.

Installation instructions
For information about installing or upgrading Forcepoint VPN Client, see the Forcepoint VPN Client User Guide
for macOS.

Find product documentation
In the Forcepoint Customer Hub, you can find information about a released product, including product
documentation, technical articles, and more.
You can get additional information and support for your product in the Forcepoint Customer Hub at
https://support.forcepoint.com. There, you can access product documentation, release notes, Knowledge Base
articles, downloads, cases, and contact information.
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You might need to log on to access the Forcepoint Customer Hub. If you do not yet have credentials, create a
customer account. To create a customer account, navigate to the Customer Hub Home page, and then click the
Create Account link.

Product documentation
Every Forcepoint product has a comprehensive set of documentation.

■ Forcepoint VPN Client User Guide for macOS
■ Forcepoint Next Generation Firewall Product Guide
■ Forcepoint Next Generation Firewall Installation Guide
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